The Family Forge Privacy Notice
The Family Forge is the controller for data collection purposes directing the how and why personal data is processed –that is the Family Forge determines the purposes of the data collection and the means of processing the personal data for the charity and its services.
The processors of the information are the management and tutors at the Family Forge and also paypal/credit card companies for the processing of online payments and the G- suite team for web site usage statistics. Currently we also use the services of Wiziq, We chat and Skype for the booking and facilitating of some online tutoring. Please see the privacy notice of Wiziq, Google and Wechat  if you use these services as they are not under our control and we do not accept responsibility for these services if you consent to their use . The Data Protection Officer is Jocelyn Owens Trustee/ Manager at the Family Forge. Contact details: info@familyforge.org   . The tutors are Elizabeth Quispe and Paula Walsh. The trustees are Michael Turner and Esperanza Arenas Arguelles.

The Family Forge recognises that the  protection of personal data covers both technological collection of data and manual systems. The Family Forge endeavours to comply with the current legislation on Data protection in order to keep your personal data secure.
The Legal basis of the Family Forge to process some personal data falls under GDPR May 2018 section 

 6(1)(f ) – Legitimate Interests
The Family Forge collects certain data as it is necessary to carry out our legitimate interests namely our charitable services or online teaching. But we recognise that we are subject to the interests, rights or freedoms of the individual data subject. Specifically charities that provide funding to the Family Forge may also require basic personal data- this applies to data concerning staff/ trustees/ tutors/ and volunteers or specific people who are being funded to receive certain services .
And 
6(1)(a) – Consent of the data subject.
In other words the Family Forge asks for personal data and only acts on the consent of the individual data subject – that is the people either using the Family Forge services/ the staff/volunteers or supporters for the purposes of offering those services or in order to provide the means to support the organisation in other ways including through fundraising, marketing or the passing of information which may be of interest to them.
And also
Section 9(2)(b) – the Family Forge must process certain information in order to carry out obligations under employment, social security or social protection law, or a collective agreement. ( e.g DBS applications, regulatory requirements for bodies such as Ofsted or other partners such as schools).

The Family Forge collects some or all of the following information about you if you are an online student or Family Forge subscriber for fundraising or marketing purposes:
Name of student ( and parent s name and permission signature in the case of minors)
Address 
Mobile or Home Telephone number- the most appropriate for communicating
Email address
Nationality and Mother tongue and other languages spoken
Marital status 
Numbers of Children
Religion
Date of Birth
Educational background
Employment background
Other skills or hobbies
Class/talk or course attendance records
Class attainment records and assessment recordings
Records of Payments received (if any)
Website usage statistics 
For funding bodies or individual donors we also keep records of donations or grants received and records of appeals responded to.
Occasionally we may use information collected from publicly accessible sources for fundraising purposes.
The data is collected in order that the Family Forge can provide a tailored service to its users helping to identify the needs and progress of students and is useful in marketing and fundraising. It also provides accountability for regulatory bodies so that our legal obligations can be fulfilled and safeguarding and health and safety requirements be adhered to. 
Whilst for the majority of our data subjects there are few consequences of not holding their personal data, for some ( volunteers/ trustees and Staff) it would result in our inability to comply with certain regulatory requirements e.g. DBS status of volunteers. Other regulatory bodies may also require attendance records to be kept.

The Family Forge does not engage in automated decision making.
The recipients of the personal data collected by the Family Forge are the tutors, the manager and the trustees (all listed above) and occasionally funding bodies.
It is the policy of the Family Forge where electronic methods are used to pass such information as an attachment and not in the main mail itself so that only the recipient can read the document.
Contact details for adult students and colleagues are kept on the tutors mobile phones for the purposes of class reminder services. At no time are contact numbers for minors kept on tutors phones. This is a safeguarding requirement.

 Contact details for students/ supporters are reviewed annually for both manual and computer filing systems and where class attendance or other forms of contact have ceased for longer than 6 months to 1 year, the contact details are removed. Contact details contained on mobile phones are removed by 4 months after the last lesson attended. Attendance details are kept for up to 5 years.
Any person whose personal data we hold, has the right to request freely what data we hold and for it to be provided without delay, within at most one month of the data being requested after an identity check verifying the subject requesting the information is made. Also any person whose personal data we hold has the right to :
· rectification of any data that is incorrect.
· Erasure of data where there is no compelling reason for it to continue to be held that is the right to be forgotten although this is not an absolute right. See GDPR 2018
· the right to the restriction of processing subject to GDPR 2018
· the right to the portability or the reuse of their personal data subject to GDPR 2018
· the right to safeguarding against the risk that a potentially damaging decision is taken without human intervention based on profiling
· the right to object to data holding on the grounds of their particular situation again subject to GDPR 2018
Special note When we use your data for direct marketing/fundraising purposes you have a right to object at any point and have the process stopped as soon as we receive your objection free of any charge. You also have the right to lodge a complaint with the appropriate supervisory authority.
